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Wireless Sensor Network Security Model for D2P Attacks Using Zero

Knowledge Protocol
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VIII.  CONCLUSION

Wireless Sensor networks have become
promising future to many applications. In the absence of
enough security, deployment of sensor networks is
vulnerable to variety of attacks. Overall security for
wireless sensor networks is very hard to develop due to
the limited resources of the sensors. Sensor network
security will always be a field in which much work needs
to be done. Current research in sensor network security
is mostly built on a trusted environment [11]; however
there are several research challenges remain
unanswered before we can trust on sensor networks. In
this paper we have discussed threat models and unique
security issues faced by wireless sensor networks. In
WSNSs, there are still some challenges that are to be
addressed.
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